**SPLUNK® Mobile**

Analyze data and receive actionable alerts on-the-go with mobile-friendly dashboards

- **Investigate anywhere.** Splunk Mobile gives you access to Splunk data and dashboards across your devices.
- **Take action, anytime.** Splunk Mobile empowers you to address events, even when you are on the go.
- **Deploy across platforms with ease.** Splunk Mobile has been tailored to iOS and Android platforms, allows SAML authentication, and supports popular mobile device management (MDM) providers.
- **Integrate with the Splunk ecosystem.** Splunk Mobile allows you to work across Splunk Enterprise, Splunk Cloud, and Phantom*.

*Splunk Mobile enables you to unlock value from Splunk, anywhere at anytime. Regardless of your role or level of technical expertise, you can use Splunk Mobile to view dashboards and quickly take action from your mobile device. Whether you are a c-suite executive looking for a report, a NOC manager investigating an issue, or a SOC analyst uncovering an anomaly with the power of Splunk in the palm of your hands, getting to resolution has never been faster or more convenient.

**How can Splunk Mobile simplify your life?**

**Setup and manage multiple Splunk instances quickly and securely** from a single interface.

**Share information and take action** by leveraging real-time alerts for critical events in your Splunk instance.

**Gain insights and improve time to resolution** by empowering your departments with live Splunk data, delivered directly to their mobile devices.
**Splunk Mobile** is a free app, available to all Splunk Cloud and Splunk Enterprise customers. Splunk Mobile enables better, faster decisions by making it simple for anyone to access, explore and understand Splunk data on-the-go.
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Splunk Mobile Alerts

Ensure your users have the visibility they need. Mobile notifications keep you informed of outages, incidents, and other occurrences.
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Product Integrations

Bring the power of Splunk premium services to your pocket. For instance, you can monitor and execute Phantom playbooks for your security use cases.
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Device Security

Splunk Mobile can be securely deployed with Microsoft Intune or any App Config based Mobile Device Management providers, giving users and admins more flexibility, security, and control.

**Splunk Secure Gateway**

Administer and manage your fleet of mobile devices at scale with Splunk Secure Gateway. Splunk Secure Gateway is a default enabled app (in Splunk Enterprise 8.1+ and Splunk Cloud 8.1.2103+) that facilitates communication between mobile devices and Splunk platform instances using an end-to-end encrypted cloud service called Spacebridge. Spacebridge has been certified to meet SOC2, Type 2 and ISO 27001 standards and is HIPAA and PCI-DSS compliant.

Splunk Secure Gateway can also be used to set up SAML authentication, so organizations can use single sign-on (SSO) for identity and access management.